**Метрика MAE (Mean Absolute Error) при сравнении исходного и стегоизображения**

**Mean Absolute Error (MAE, средняя абсолютная ошибка)** — это метрика, используемая для измерения среднего абсолютного различия между пикселями исходного (cover) и стегоизображения (stego). Она позволяет количественно оценить степень искажения, внесённого при внедрении скрытых данных в процесс стеганографии.​

**Формула MAE**

где:

* — размеры изображения;
* — значение яркости пикселя в исходном изображении;
* — значение яркости пикселя в стегоизображении.

Интерпретация

MAE количественно выражает среднюю абсолютную ошибку между пикселями исходного и модифицированного изображения.​

Чем меньше значение MAE, тем лучше визуальное сходство между изображениями, а следовательно — тем выше качество и незаметность внедрения (imperceptibility).​

Для идеального внедрения данных значение MAE → 0, что означает полное совпадение всех пикселей.

В отличие от MSE (среднеквадратичной ошибки), MAE линейно оценивает различие, не усиливая влияние больших локальных изменений.
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